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ABSTRACT

This paper presents an efficient method to comghdeglobal reliability of a distributed computer
mesh network. In doing so, the paper proposes gariim which is based on edge deletion approach to
enumerate all the spanning trees for a large comgamputer communication network. These spanniegstr
are further used as an input to multi-variable isi@n-based sum of disjoint product approach taiobthe

reliability expression. The algorithm has beensillated by suitable.
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INTRODUCTION

Reliability evaluation and analysis have been thenntontributors to the design, optimization,
deployment, resources shearing and maintenanaadifibnal data distribution networks and non-netwo
critical systems like space phased-mission systdResearchers have proposed various approaches for
evaluating reliability of these systems, in whidiiability is generally defined as the probabilihat the
system will perform its intended function undertesth conditions for a specified period of time [1].
Advances in computer technology have placed useatdborstep of a new era where a large number of
communication devices will provide access to infation anytime and this need to have the computers
communication with each other has led to incread®mmand for a reliable distributed computing network
(DCN). An important performance metric in the desigf highly reliable DCN is provided by its global
reliability parameter [2]. As there are fast andnpaoitationally simple methods available in the &tere for
terminal reliability evaluation but for the fullilization of facilities available in the system,is important

that each node is able to communicate with othdes®f the communication network.

Network reliability can be easily computed frone treliabilities of individual components if the
network has strictly a series, parallel, and sepasallel or parallel series configuration. Howevite
computation becomes quite involve if one has td dih a network that is complex, or non-seriesrafial.
Basically, network reliability problem are NP-haf8], [4] in nature, and drawn the attention of many
researchers to develop efficient algorithm for obtay their solution. A close survey of the litareg reveals

that not much has been done to develop efficientvels as conceptually simple method for the global
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reliability evaluation for a distributed mesh netk® Daniesel [5] and Fratta and Montanari [6] have
provided techniques for path and cut enumerationubing the method of symbolic soloution for
simultaneous equation. Aggarwal et al. [7] havespnéed a state removal algorithm to find all pdssib
paths. The algorithm does not require matrix mlidtgtion and the size of the matrix reduce in ev&gp. A
state removal algorithm is also used by Rai andafggl [8] to determine all simple path of a grajphe
method does not require matrix multiplication; hoee it does require rearrangement of the path in

ascending order of cardinality.

For enumeration of global path and terminal pathshich the path are enumerated with the help of
connection/adjacency matrix using graph theoretincept suggested by Samad [9]. The algorithm has
disadvantages of the path generation in ascendidgr ®f cardinality, further Samad [10] proposed an
algorithm to enumerate all global paths simultasdouetween all single terminal pair communication
network. The proposed method is inefficient and potationally complex for large networks when the

terminal nodes are dramatically increased.

Aziz et al. [11], presented an algorithm which eweuates path sets of reliability graphs using the
method of indexing. In this algorithm, an indexcohnection matrix [C] is prepared at the outsetcivtgive
the location of all the non-zero entries of therettion matrix. During the process of enumeratibpaih
sets using this index only the non—zero entrieCofare picked up and useful multiplication arefpened,
thereby eliminating the useless multiplication tiember of multiplication is reduced significanti$till
these algorithms are inefficient for a large comdECN. In the next part of this paper the authos haen
proposed an algorithm for enumeration of all spagrirees of a DCN that is the primary requirement o

global reliability evaluation process taking contngty constraint for any SDP approach.
Acronyms : NSP = Non series-parallel, SDP = sum of digjproduct, SP = Series parallel,
DCN = distributed computing network, MVI = Multgovariable Inversion

METHODOLOGY AND ASSUMPTIONS

Figure 1 depicts the proposed methodology has bdepted for applying the SDP techniques for
all-terminal reliability evaluation. Clearly, the key issues applying the approach are network
representation, enumeration of all possibilitiggatming trees) for all-nodes connectivity and bykimg

these possibilities disjoint with each other tanfidihe reliability expression.
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Figure 1: Block Diagram of Technique for EvaluatingAll-Terminal Reliability Using SDP
Approach

Therefore, in the proposed approach, after thenenating theall spanning trees, the next step in
the reliability evaluation is to obtain the symigoéxpression in terms of the probability of theivas
components being operational/non-operational. éf ghanning trees are mutually exclusive, the pritibab

of the union of " events can be written as:

Pr(E0ED...0E)=Pr(B)+Pr(B) +...+Pr(p 1)

As the generated spanning trees are not mutuatiyisive, it is desired to obtain the disjoint bét
probabilistic expression of the spanning trees.idler Boolean algebra methods have been reportéitein
literature for disjointing the probabilistic terns® that the simple additive expression can be teed
reliability estimation. One such method availall¢he literature as suggested by Chaturvedi andaMi®],
based on the principle of SDP has been employ#ukeipresent study. The method decomposes the abt of
spanning trees into another set of mutually exclusive spanningdrevhich has a one-to-one correspondence
with the reliability expression. And we make thddaing assumptions in our analysis.

1 A communication network is modeled by probabiligtimnected graph.

2 The nodes of the network are perfectly rédiab

3. The network and its branch have only two statesvaking or (b) failed.

4 The failure probability for each link or node is/gh as a fixed probability for a given mission

time or in terms of a lifetime distribution.

ALGORTHIM FOR ENUMERATING SPANNING TREES AND COMPUT ING DCN
RELIABILITY

Problem Statement

Given a DCN graptG = (V, E) consists of an end user (sink node) s with a B¢arget source
nodes|V| or n and a set of edges (or linkg)| ore. If an edge connects two verticeandj; j is said to be
adjacent ta. Then number of target sensor nodes in the graph ig@adinumber 1, 2, 3n.sequentially.

The e number of links of the network can be arbitradiyd sequentially assigned numbers. With
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this graph model, depending on the state (workintaited) of vertices (or nodes) and / or edgeslifds)
with specified probability, the network can be ddesed either working or failed with estimated pabHity.

In this section we propose an algorithm for a D@MNere the network af branches and node will
have simple path, touching all the nodes of thelinafity (n-1). Thus the combinatiofiC ., contains all

simple paths, i.e. spanning trees of the DCN.

Therefore, a network grapb= (V, E) consists of a set of vertices (or nodi4)or n andnotation

are as follows:
n = Number of node in the network
e = Number of branch in the network
i = Index variable; i=1,2,3,4.......
V;=i" node of any network<li<n
B:= i" branch of any network <i<e
Mgn= Minimum degree of a node in network
A[]1[]=Incidence matrix. Each entry A[i ][ j]

D [ ] = Degree vector corresponding to incidencenir
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Figure 2: Flow Chart of the Proposed Algorithm
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Steps of the algorithm

The algorithm has been coded and implemented inJ\éA environment. For reader’s benefit,
each step of the algorithm is illustrated with ahie example. Finally the Step # 8 provides alhspzg tree

for g-Reliability evaluation. The steps of the alfom are as follows:

Step#1 [Initialize] Label all the node of logic diagraof DCNS from 1 to n and all the Branches from 1 to

m in arbitrary manner where n is number of noderarid number of Branches.

Step#2 Develop the incidence matrix A [i][j] and its ecesponding degree vector. This incidence matrix is

being used to find the node with minimum degreg.JM

Step #3:Generate the combination of branches of n-1 Wramd its corresponding Degree  Vector D [i]

where i =1 to n by adding all (n-1) degrees ofititiéddence matrix.

Step #4 For any value of i (i =1 to n), if D[i]=0 then meve this combination and proceed to next

combination generation  (Return to Step # 3)

Step#5TestD[i] Vi =1 ton

a) DJi] =1 identify the branch which is incident tode i and it is present in the combination.
b) Remove the branch from the combination and updeteiégree vector.
c) If the removal of branch has caused removal of derfoom the degree vector then go to Step #6

otherwise drop the combination and return to step #

Step # 6:1f number of branch present in the combinationracge than 2 then return step # 4otherwise go

to next step # 7.

Step # 7:If the non-zero entries in the updated degreeovexre three, save this combination otherwise drop
it.

Step # 8:If all the combination in which branch incident aiminimum degree of node is included has been
generated then stop otherwise returstap # 5

ILLUSTRATION

Consider a 6-node, 9-link network with its adjagentatrix shown in Figure 3. The step by step

enumeration of spanning trees and their correspgndiegree vectors are explain in the following step

Step # 1 Label all the node and branches in any arbitrargmea
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Figure 3: A Six Node Nine Link Mesh Network

Step # 2 @nstruct the incidence matrix and its correspondiegree vector for the graph as shown in Figure

2 and find the minimum degree node.

00000001 2] O
10110000 3
01101100 4

A= C =
00011011 4
00000110 3
11000000 2] O

In this network the minimum degree nodeygMare ‘1’ and ‘6’

Step # 3Generate theombination of branches (combination having n-Inbhes) with minimum degree ‘2’

and its corresponding degree vector by addingiall)(degrees of the incidence matrix.

Step # 4 For any value of i (wherei=1, 2, 3,......... n) ; Ofi] = 0 then drop this combination and proceed

to next combination as given in following stair:

Combination Degree ®ter
1. 1 2 3 6 7 2 2 21 2
2.1 3 5 6 7 1 2 3 2 2
3. 1 2 3 4 7 2 3 2 21
4. 1 3 4 5 7 1 32 31
5. 3 6 7 8 9 012 2 3
Step # 5.Check D[i] fori=1, 2, 3, 4.......... n, if for any i, @] =1 then identify the branch which is incident

to node i and present in the combination and uptti@telegree vector
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Example (a) Consider the combination 1, 2, 3, 6, 8 and itsesponding incidence matrix and degree vector

is given below

1 2 3 6 8
M [1 1 0 0 O] [2]
2l |12 0 1 0 O 2
3 |0 1 1 1 0 3

Allll= D=
4 o o o 0 1 1
5 |0 0o 0 1 O 1
6 [0 0 0 O 1] 1]

Node ‘4’ is of degree ‘1’ and branch which is ineid on node ‘4’ is ‘8". Branch ‘8’ is present ineth

combination and therefore it should be removed

1 2 3 6 8
1 [1 1 0 0 Q (2]
2 |1 0100 2
3 /01110 3
Allll= A new Degree vector £
4 (0 00OO0O 0
5 |10 00 10 1
6 |0 00 0 0 0]

The sub network after the removal of this branak & degree vector of [2, 2, 3, 0, 1, 0]. Hers it i
observed that the branch removal has caused renobuslo nodes, therefore, this combination does not

represent a spanning tree. Drop this combinatiahraturn tostep #3

For Example (b) 1, 2, 6, 8, 9—. Degree vector[2 1 212 4

2

N NP NDNPFP DN

Degree Vector D[]

O O O O Fr Pk
=

Or OFr Oo0oo

R O Fr O O O ©

P P O O O o ©

O O~ WON P
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Consider the combination (1,2,6,8,9) which haseegector [2,1,2,1,2,2] . Node ‘2’ in the degree
vector is of degree ‘1’ and the branch which isideat on node ‘2' and present in degree vectdd’is
Branch ‘1’ is therefore, removed for the combinatand the new updated degree vector is [1, 0, 2, 2]

representing sub network with branches (2, 6, 8, 9)

2
1

Updated Degree Vector D H

O O O O o o
H

O r OFr O 0O

N NP N O -

o U A WN B
R O R, OO O @
2 P O O o o ©

As the branch removal has caused removal of simgdie only and the four branches are left in the
combination.

Therefore two more branches can be removed. Nbds 6f degree ‘1’ in the new sub network and
branches ‘1’ & ‘2’ is incident on node ‘1’. Branch' is therefore, is removed from the combinatieand

updated new degree vector for sub network is [@, @, 2, 2] representing combination of branche8, ®.
This branch removal also causes the removal ohode only.

Step # 6: It can be observe that number of branches is thare the two. Therefore one more branch can be
removedGo to step 5)

=
(0]

Degree Vector D [ £

O O o o o o
O o ooocoob
O r OFrLr O 09

N NP P OO

o O WN P
P P O O O g ©

Here, node ‘3’ is of degree ‘1’ and ‘2’ in the newb network and branches ‘2’ and ‘6’ are incident
on node ‘3’ and shown in degree vector. Branchisgherefore removed from the combination and ugxdlat

new degree vector is [0, 0, 0, 1, 1, 2] represgritie combination of branches (8, 9).
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New degree Vector

O O O O O O Bk
O O O O o obnN
O O OO o oo
P OPFPr OO0 0o ®
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N P P O O O
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Step # 7 Degree vector corresponding to sub network 8, 9 tmmee non-zero entries, therefore, the

combination 1, 2,6,8,9 represent a spanning tree.

This branch removal also causes the removal ofnmue only. Further the degree vector correspontting
sub network (8, 9) has three non-zero entriesgtbex the combination (1, 2, 6, 8, 9) represenpansing
tree, store this combination.

Step # 8If all the combinations in which branch incident amminimum degree of node are included have
been generated then stop otherwise retustep # 5

EXPERMENTAL RESULTS AND DISCUSSIONS

Authors have applied the proposed algorithm to isdveetworks taken from the literature of varied
complexities, and verified the reliability obtaindy other researchers. Experimental results onrakve

networks taken for this study from the publishedkvé@mong them, the results of comparison all sjxagnn

Figure 4: 6NIL (Fig. 4 of [13]).

trees for few networks (shown in Figure 4 - Figyd13, 14] are provided in Table 1 to show théceffy of
the algorithm and proposed framework to evaluatdall reliability using connectivity criterion. Besis,
Table 1 also provides the enumeration time of eettvork with reliability.



35

Figure 8: 8N13L (Fig. 8 of [14]).

Global Reliability Evaluation of
Distributed Communication Networks

Figure 9: 9N14L (Fig. 100f[14]
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Table: 1 Spanning trees enumeration with enumeratio time

Size of | Number of | CPU time Density of | Global reliability
graph spanning in micro Graph figure for p = 0.9
tree second 2*l/n(n-1)
6NIL 81 4.8x10 0.6 0.993263229
7N10L 96 6.3 x10 0.476 0.972218165
8N11L 168 9.5 x10 0.392 0.969699135
8N12L 247 1.1 x10 0.428 0.971153158
8N13L 576 1.89 x16 0.464 0.991942811
9N14L 647 5.78 x10 0.388 0.970104348

CONCLUSIONS

This paper proposed an efficient approach to enatmexll possible spanning trees, which are used
to compute global reliability of large DCN with mest memory and time requirement. The algorithm has
been implemented in java and was run on Sun Sgiatform. The proposed algorithm is usually based
the data structure and the graph theoretic conc&pis performance of the algorithm is dependenthen
computer specification on which the program rurg &st but not least, the coding of program. A drett
implementation or faster machine would increasepdsdormance of a program. Moreover, all methods of
reliability computation are known to be computatiliy intractable or NP-hard, which make difficuti t
compare the technique from the aspect of time anang complexity. The proposed approach was compared
with some recent path set based algorithms in texfrtheir enumeration time to prove its simplicand

performance through its application on several gxaroonsidered by researchers.
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